10 Terms

Security – Protecting access to data from unknown sources. Actively securing points of access.

Firewall – A way to provide security for hardware or software. Searches packets of data for potential threats.

Integration – the combining of multiple roles into a single project. A collection of different resources working together.

Analyze – to examine something. Look closely at something to determine how it works.

Data – A collection of information, can vary from documents to programs. Data can be stored, shared, or sent between devices.

Network – a way to connect multiple devices and share information between them.

Mitigation – reducing the severity of something negative. Minimizing the damage from an attack or malfunction.

Technology - an advancement of scientific information used to simplify certain processes. Applies to several fields. Technology is constantly advancing.

Infrastructure – a collection of systems that support a society or organization. The different systems combined allow services to work together.

Diagnose – examining of symptoms to determine what is wrong with something.